附件3

**数据安全风险分类分级**

一、数据安全风险分类

数据安全风险信息是指通过检测、评估、信息搜集、授权监测等手段获取的，包括但不限于数据泄露、数据篡改、数据滥用、违规传输、非法访问、流量异常等数据安全风险：

（一）数据泄露，包括但不限于数据被恶意获取，或者转移、存储、发布至不安全环境等相关风险；

（二）数据篡改，包括但不限于造成数据破坏的修改、增加、删除等相关风险；

（三）数据滥用，包括但不限于数据超范围、超用途、超权限、超时间使用等相关风险；

（四）违规传输，包括但不限于数据未按照有关规定擅自进行传输等相关风险；

（五）非法访问，包括但不限于数据遭未授权访问等相关风险；

（六）流量异常，包括但不限于数据流量规模异常、流量内容异常等相关风险；

（七）其他可能威胁数据安全的风险信息。

二、数据安全风险分级

依据有关指标计算，将数据安全风险分为高危、中危、低危三级。